
Classified Service Expertise 

 

 Security Testing (Websites, web application, websites with 

databases, system ) 

 Security Training (Wi-Fi Security, 

System Hardening, Forensics and 

Data Recovery, Embedded 

Security, Network Security) 

(Security training to network 

admin e.g. OSCP) 

 Code Review 

 Hack Reports 

 Incident Response (advanced threat detection & prevention) 

 Business Intelligence and Real Time Risk Analysis 

 Data Recovery and Fraud Investigation 

 IT Compliance Security Audit 

 Security Operations and Comprehensive Threat Intelligence 

 Risk assessment and mitigation of Mobiles (Websites, web 

application, websites with databases, system) 

 Cyber security consulting 

 Security policy, risk and governance 

 Setting Individual CERT 

 Network Security 



 Security Operations Center driven by Threat Intelligence 

 Security Testing for DevOps 

 Endpoint Security Event Detection and Response 

 User and Entity-centric Behavioral Monitoring 

 Network Flow-Based visibility and deviation monitoring 

 Web Based Threat Isolation 

 Anomaly-based Intrusion Detection 

 Trust Services and Data Integrity protection for Enterprise IoT 

and OT 

 Deception or Moving Target Defense 

 Enterprise-to-Cloud security Policy enforcement - CAS 
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